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Abstract:- Blockchain together with Agile Scrum 

methodologies provides one of the up and coming means to 

incorporate adaptability into the project by utilising the 

Agile Scrum framework associated with the decentralised 

and secure structure of Blockchain technology. The 

purpose of this paper is to reveal possibilities which are 

given by the implementation of Blockchain in Agile project 

environments, with an emphasis made on vendor 

management and successful project implementation. 

Through the use of Blockchain’s distributed ledger, smart 

contracts, and secured data, Agile groups can get higher 
responsibilities, enhanced efficiency, and cohesion within 

the groups and with the stakeholders. The paper begins by 

presenting an introduction to Blockchain, its application 

with Agile Scrum, and a framework with the objective of 

improving project management through the optimisation 

of transparency and operation in real time. Furthermore, 

the paper explores the oddities and constraints, including 

technical issues, uptake hurdles, and legal factors. In this 

study, context and validity of the integration are 

established through an extensive literature review in an 

effort to promote Blockchain as a revolutionary tool for 

Agile project management. 
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I. INTRODUCTION 
 

Blockchain with Agile Scrum is a revolution in 

distributed management because it brings the principles of an 

iterative approach used in Agile to implement when organising 

project work with the help of a distributed ledger based on the 

use of Blockchain. Regardless of their broad acceptance as 

being flexible, lean and collaborative, agile approaches have 

revolutionised conventional project management practices [1]. 

Combined with Blockchain attributes of transparency and 

immutability, this integration effectively aligns all the vendors 
and stakeholders tackling the significant issues of project 

delivery. This paper aims to understand this combination 

between Blockchain and Agile Scrum and the benefits that 

accrue when both technologies are used in project-intensive 

environments[2][3]. 

 

Vendor management in Agile projects can benefit from 

blockchain, a distributed ledger technology, as the framework 

for managing relationships. This feature of tallying the 

transactions and then recording them in an unalterable fashion 

can be relevant and effective in use when it comes to 

accountability and compliance during multiple vendor 

arrangements[4]. In Agile Scrum environments where the 

project deliverables are built incrementally[5]v, Blockchain 

can help to manage vendor interactions more efficiently by 

providing a permanent record of the project’s transactions, 

deadlines, and tasks[1]. This openness promotes confidence 
amongst shareholders, reduces conflict incidence, and allows 

Agile teams to concentrate on repeat improvement and iteration 

delivery [6][7]. 

 

 
Fig 1 Blockchain Features in AgilePlus. 
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The nature of agile is characterised by frequent and quick 

changes in response to the client’s request, early delivery, 

flexibility of planning and testing performed constantly [8]. 

This is depicted in Figure 1, figuring out the six phases of the 

agile software process, which are essential for generating good 

software [9][10]. The term ‘Agile software development’ used 

here points to a mixed system of the best from both the agile 

and distributed systems, also known as global software 

engineering [11]. Geographically distributed agile 

development teams are the core of agile software development, 

which offer several advantages such as shorter time to develop, 
higher quality and affordability [12][13]. 

 

Smart contracts, a feature intrinsic to Blockchain, 

complement Agile Scrum’s iterative nature by automating 

critical processes in vendor coordination[14]. These are 

programmable contracts that perform defined terms, just like 

releasing payments for milestones accomplished or verifying 

the delivery of resources [15]. This automation decreases 

manual checking and increases the rate of validation of tasks 

and the implementation of project work with the added Agile 

benefits of speed and flexibility [16]. Moreover, real-time 

tracking in Blockchain provides better visibility in the project’s 

workflow and in the utilisation of the resources by Agile teams 

[17]. 

 

Similarly, the integration of Blockchain into the Agile 

Scrum methodologies helps to solve more significant issues on 
Agile Scrum execution, such as compliance, cross-team 

collaboration[18][19], and scalability of transparency. Since 

blockchain is based on the decentralised principle, it fully 

corresponds to the principles of Agile, namely self-organisation 

and cooperation, which provide all the participants with 

reliable information. This paper provides a step by step 

discussion of the functional and tactical benefits of using 

Blockchain with Agile Scrum and it shows how it can help to 

eliminate some of the disadvantages of classical vendor 

management approaches by setting a new standard for project 

execution[20]. 

 

 Organization of this Paper 

This paper is structured as follows: Section 2 explains 

Blockchain fundamentals, including its architecture and 
benefits. Section 3 explores its integration with Agile Scrum. 

Section 4 highlights benefits like transparency and real-time 

tracking. Section 5 discusses challenges and limitations, while 

Section 6 reviews related studies. 

 

II. FUNDAMENTALS OF BLOCKCHAIN 

TECHNOLOGIES 
 

A distributed ledger or database that is shared across the 

nodes of a computer network is called a blockchain. Although 

their usage is not exclusive to cryptocurrencies, they do play a 

vital function in cryptocurrency systems by keeping a 

decentralised and secure record of transactions. Information in 

any sector may be rendered unchangeable with the use of 

blockchain technology [21]. The structure of the blockchain is 

shown in Figure 2. The basic idea behind a blockchain is a 

distributed digital ledger that records transactions across a 
network of computers in an immutable and transparent manner. 

The efficiency and safety of a blockchain depend on its 

construct. 

 

 
Fig 2 Blockchain Structure 

 

The applications known as scripts that run on a 

blockchain perform the same functions as a database, including 
inputting and retrieving data as well as saving and storing it in 

a location. A distributed blockchain requires that many copies 

be stored on several computers and that they all match in order 

for it to be considered legitimate [22]. An innovative database 

structure, blockchain technology enables the transparent 

exchange of data inside a corporate network. Information is 

kept in a blockchain database in blocks that are connected in a 

chain. The fact that you cannot remove or alter the chain 

without network agreement ensures that the data remains 
chronologically consistent. So, you may utilise blockchain 

technology to create an immutable record of all your 

transactions, including orders, payments, and accounts. The 

system is designed to prevent unauthorised users from entering 

transactions and ensure that everyone gets the same picture of 

these transactions[23]. 
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Fig 3 Types of Blockchain Networks 

 

A. Types of Blockchain 

There are generally three broad types of Blockchain 

technologies: 

 

 Public Blockchain:  

Everyone on the network may read and verify the 
transaction, and anybody can see how consensus is reached. 

Blockchains that are accessible to the public include Bitcoin 

and Ethereum. You can see the public blockchain in Figure 

3(a). 

 

 Private Blockchain:  

While any node may join the Blockchain, each node has 

limited access to the data and must adhere to stringent authority 

management protocols. A few examples of private blockchains 

include Monax, Bankchain, Multichain, and database 

management systems. See Figure 3 (b) for a representation of 

the private blockchain. 

 

 Federated/Consortium Blockchain:  

It combines both private and public blockchains. 

Additionally, it implies that a pre-selected authorised node may 

be selected. Additionally, it often features business-to-business 

alliances [24]. There is a slightly decentralised aspect to the 
data as well. The Hyperledger and R3CEV consortium 

blockchains are two examples. You can see the Consortium 

Blockchain in Figure 3 (c). 

 

B. Benefits of Blockchain in Project Management 

The following benefits of Blockchain in Project 

Management 

 

 Retention of Employees 

Applying blockchain technology to project management 

has many obvious advantages, one of the most notable being 

the improvement of staff retention rates and the establishment 

of more equitable and open working circumstances. The 

efficiency of each employee may be more easily monitored and 

managed over the whole project lifecycle [25][26]. Blockchain 

technology is used by industry titans like Google, Amazon, and 

Facebook to preserve and track the performance of each project 

participant at every step of completion[27][28]. 

 
 Application in Different Areas 

Forecasts indicate that blockchain use will spread across 

several sectors [29]. By the end of 2023, technology sales are 

expected to exceed $23 billion, according to analysts. 

Blockchain, therefore, shows a great deal of promise to 

enhance PM and its elements. The potential of blockchain to 

change project management organisation, initiation, control, 

and procedures is the cause for its widespread use[30][31]. 

 

 Access to Records 

The main justification for blockchain's application in PM 

is its ability to access records. Project managers may look into 

discrepancies and pinpoint trouble spots and disagreements 

with all parties, including external project stakeholders like 

clients or subcontractors, due to a single trustworthy and 

automatically updated record[32]. It is crucial for the timely 

and successful execution of projects, efficient management, 

and impartial relationships between all project participants 
[33]. 

 

 Use of Smart-Contracts 

Among the most well-liked and alluring advantages of 

PM is the use of smart contracts[34]. Using computer code to 

create a self-executing contract without the need for human 

interaction is one of its advantages. Additionally, it demands 

user identification and disregards stakeholder interests [35]. As 

a result, it eliminates the possibility of bias at any point 

throughout the control or completion of the project. For 

example, in the event that a supplier demands payment, it must 

first fulfil the terms outlined in the smart contract[36][37]. 
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 Financial Management 

Financial instruments that facilitate the management of 

financial resources throughout the project completion process 

may be created thanks to blockchain technology. Systems that 

effectively regulate money flow and costs in PM include 

cryptocurrency, data arrays on operations and transactions, 

shareholder registrations, and depositor identification [36]. 

Blockchain technology enables the elimination of fees and 

charges associated with the transfer of money. This is 

warranted since there are no middlemen, and the transaction is 

open and transparent [38]. 
 

III. INTEGRATING OF BLOCKCHAIN 

WITH AGILE SCRUM 
 

Software development projects may be made even more 

efficient, transparent, and coordinated by combining 

blockchain technology with Agile Scrum methodology [13]. 

Blockchain's decentralised and immutable nature complements 

Agile's focus on iterative progress, collaboration, and 

accountability. By embedding blockchain features into Agile 

practices, teams can achieve greater traceability, streamlined 

workflows, and improved stakeholder trust[39]. 

 

A. Blockchain Features Aligned with Agile Principles 

Blockchain technology and Agile principles share core 

values that align seamlessly, fostering collaboration, 

adaptability, and transparency. The following blockchain 

features directly support Agile methodologies: 

 

 Decentralization for Collaboration:  

Agile emphasises collaboration across self-organising 

teams. Blockchain decentralises data storage and ensures that 

all team members have equal access to information, reducing 

dependency on centralised authorities and improving decision-

making processes. 

 

 Immutability for Accountability:  
Blockchain’s immutable ledger records every change 

made to project artifacts, such as user stories or sprint backlogs. 

This aligns with Agile's focus on accountability, ensuring that 

all actions and updates are auditable[40][41]. 

 

 Smart Contracts for Automation:  

Blockchain supports smart contracts that automate routine 

processes, such as task assignments, approvals, or release 

management, minimising delays and reducing manual 

overhead. 

 

 Transparency for Stakeholder Trust:  

Blockchain’s transparent nature ensures that project 

progress, deliverables, and team contributions are visible to all 

stakeholders[42]. This fosters trust and aligns with Agile's 

principle of maintaining a sustainable pace. 

 

 
Fig 4 Blockchain Network Working in Agile Scram Framework 

 

Figure 4 shows the blockchain network working in Agile 

Scram framework. The image depicts a blockchain network 

working within an Agile Scrum framework for project 

execution. The process begins with the Project Manager 

defining the process and goals, which are then validated by the 

Requirement/SQA Engineer. The validated requirements are 
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then evaluated by the Project Evaluation team and fed into the 

blockchain network[43][44]. The blockchain network 

improves the transparency and security of the deal for the 

Investor, Developer, and Customer. Smart contracts fulfil 

contracts while the Company Executive and the Customer can 

monitor the process and ascertain the business objectives and 

characteristics of the project. This collaborative approach, 

facilitated by the blockchain network, streamlines the project 

execution process, making it more efficient and reliable. 

 

B. Smart Contracts for Vendor Coordination 
Smart contracts, programmable agreements executed on 

the blockchain, provide a powerful tool for managing vendor 

coordination in Agile projects. They lessen the likelihood of 

disagreements or delays while automating procedures and 

enforcing agreements. 

 

 Automated Task Assignments:  

In a smart contract, work can be assigned to vendors or 

external teams as soon as the contract meets certain parameters, 

for instance, skill sets or capacity. This makes sure that some 

of the deliverables complete on time as a way of meeting the 

time line set. 

 

 Payment Triggers:  

The payments usually correlate with Agile sprints 

delivery or when a certain set of user stories are to be achieved. 

A smart contract executes payments as soon as they meet their 
requirement, and this helps to eliminate payment disputes and 

prolongation. 

 

 Performance Tracking:  

Vendor inputs and productivity parameters are captured 

on the blockchain on a smart contract basis. This creates an 

efficient and unalterable medium for analyzing vendors’ 

performance as well as their compliance with the Agile 

framework [45]. 

 

 Conflict Resolution:  

Dispute resolution strategies in smart contracts address 

issues to do with the delivery of goods or work within the 

contract or timeframe, a factor which reduces conflict with 

vendors without the need for third-party intervention [46]. 

 

C. Decentralized Ledger for Transparency in Agile Processes 

A decentralised ledger ensures that Agile teams and 
stakeholders have a single source of truth throughout the 

project lifecycle. It enhances visibility, reduces ambiguity, and 

supports iterative development practices[47]. 

 

 Sprint Backlog Transparency:  

Sprint backlogs on blockchain enables team and other 

stakeholders to monitor progress, updates and completion of 

tasks in real time. This does away with inconsistencies in the 

reporting of status. 

 

 Version Control and Traceability:  

Blockchain records every change made to project 

artifacts, such as user stories, epics, or test cases, providing an 

immutable history of project evolution. This is particularly 

beneficial for audits or retrospective analysis. 

 Stakeholder Engagement:  

The need to obtain feedbacks, as well as real-time 

information which is incorporated into the ledgers, increases 

the confidence of stakeholders in a decentralize ledger. 

 

 Risk Mitigation:  

Clear distribution of resources, estimates of time, and the 

state of delivery allows Agile teams to minimize risks as soon 

as possible in the development phase [48]. 

 

D. Challenges and limitations of blockchain integration 
The major challenges and Limitations faced by 

blockchain technology are summarised in the following 

sections. 

 

 Technical Challenges 

 

 Complexity in implementing blockchain solutions across 

diverse domains[49]. 

 Security and privacy issues in blockchain technology. 

 Inadequate information and analysis of typical and specific 

applications in some cases and solutions. 

 Limited understanding of key threats and challenges to 

blockchain adoption. 

 Inability to give clear categorisations of challenges for 

improved comprehensiveness. 

 Limited number of solutions and ideas for further research 

concerning technical problems [50]. 
 

 Implementation and Adoption Barriers 

 

 Internal barriers within organisations, such as resource 

limitations or lack of expertise. 

 External barriers originating outside the organisation, like 

market conditions or regulatory pressures. 

 Challenges in distinguishing and addressing internal versus 

external factors [51]. 

 Difficulty in controlling external barriers that impact 

blockchain adoption. 

 Resistance to adopting sustainable practices due to unclear 

enablers or constraints[52]. 

 

 Regulatory and Compliance Issues 

 

 Complex compliance requirements, such as Sarbanes-

Oxley (SOX). 

 Need for independent third-party assessments and 

certifications. 

 Challenges in segregation of duties for developers and 

testers as required by regulations. 

 High costs of compliance and regulatory adherence. 

 Frequent need to refactor project approaches to minimise 

costs without increasing risks. 

 Difficulty balancing Agile principles with regulatory and 

compliance demands. 
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IV. VENDOR COORDINATION 

USING BLOCKCHAIN 
 

Blockchain has been considered a solution innovation in 

managing vendors in multi-agent settings. Using blockchain’s 

features of decentralisation and immutability, it solves the 

problems of inefficiency and lack of confidence in most vendor 

management systems  [47][53]. This section demonstrates how 

blockchain improves the coordination among the vendors, 

concentrating on how communication is facilitated, how 

accountability is upheld, and how payments and contracts are 
automated [54][55]. 

 

 Streamlining Communication Across Vendors 

Effective communication is the cornerstone of successful 

vendor coordination. Traditional systems often rely on 

fragmented tools and intermediaries, leading to delays, 

miscommunication, and inefficiencies [37]. Blockchain, 

through its decentralised ledger, provides a single source of 

truth that is accessible to all authorised vendors[53]. 

 

 Transparency in Communication: The presence of 

impressive and numerous benefits of utilising Blockchain 

for tracking contracts include: All participants have online 

access to updates, milestones, and deliverables, which 

minimises misunderstanding. 

 Efficient Information Sharing: Document, including 

project specifications, purchase order, and delivery 
schedule, can be exchanged securely over an encrypted 

blockchain application reducing the likelihood of error and 

duplication among vendors [56]. 

 Smart Contracts for Automated Updates: Being smart, 

these contracts can generate notifications and update other 

related tasks without direct human input [57]. 

 

For instance, a consortium blockchain can enable multiple 

vendors to collaborate on a shared platform while maintaining 

data privacy, as only authorised participants can access 

sensitive information. 

 

 Enhancing Accountability with Immutable Records 

Accountability is a critical challenge in multi-vendor 

projects, where disputes over deliverables, payments, or 

timelines are common. Blockchain's immutable ledger ensures 

that all transactions and interactions are permanently recorded 
and cannot be altered, fostering trust among stakeholders. 

 

 Immutable Transaction Logs: Each transaction, 

including payment, approval or completion of contracts and 

tasks, is stored incorruptibly on the blockchain. 

 Improved Transparency: Since all activities can be 

observed and recorded by other participants, vendors are 

expected to fulfil obligations [58]. 

 Reduced Disputes: Eliminating the ambiguity the tracing 

back to the exact point of failure or delay is more reliable 

that helps in reducing the time consumed in the dispute 

resolution [59]. 

 

For example, using blockchain to track a vendor's 

adherence to agreed-upon timelines and quality standards 

ensures higher levels of trust and performance. 

 Automated Payments and Contractual Obligations 

One of blockchain's most powerful features is its ability 

to execute smart contracts—self-executing contracts with 

predefined terms [60]. These smart contracts automate 

payment processes and enforce contractual obligations, 

significantly reducing administrative overhead and delays. 

 

 Automated Payment Triggers: Disbursements to 

suppliers are made based on triggers of predetermined 

values that need to be reached which include acceptance of 

project or shipment [61]. This saves a lot of time of 
approvals and guarantee the timely payments. 

 Enforcement of Contractual Terms: Smart contracts 

ensure that vendors adhere to agreed-upon terms, such as 

deadlines, pricing, and quality standards, by linking their 

performance directly to payment triggers. 

 Cost Savings: Automation reduces the reliance on 

intermediaries, such as legal teams or payment processors, 

lowering operational costs[62]. 

 

For instance, in a supply chain scenario, a blockchain-

enabled system can automatically verify the delivery of goods 

and release payment to the vendor without manual intervention, 

ensuring efficiency and trust. 

 

V. CURRENT CHALLENGES OF BLOCKCHAIN 

FOR VENDOR COORDINATION 
 

Blockchain technology holds immense potential for 

transforming vendor coordination by enhancing transparency, 

accountability, and efficiency. However, its implementation in 

a multi-vendor environment introduces unique challenges that 

must be addressed for effective adoption. Vendor Management 

Organizations (VMOs), responsible for overseeing the 

operational and strategic alignment of multiple vendors, often 

struggle to integrate blockchain due to its decentralised nature 

and the complexities of managing diverse service providers 

[63]. This section highlights the key obstacles faced in adopting 

blockchain for vendor coordination, focusing on the 

operational, technical, and collaborative aspects of managing a 

decentralised ecosystem. The following points address vendor 

coordination issues[64][65]. 

 

 The multi-vendor environment, when combined with 

blockchain, introduces new layers of complexity and 
challenges for companies. 

 Vendor Management Organizations (VMOs) face 

difficulties in adapting blockchain technology while 

managing vendors operationally and overseeing 

collaborative efforts within a decentralised ecosystem. 

 Managing multiple vendors on a blockchain network to 

meet service levels can be time-consuming and require 

significant resources. 

 The lack of advanced tools and capabilities tailored to 

blockchain-based vendor coordination limits its 

efficiency[66]. 

 As outsourcing spans various business functions, 

integrating service providers across different blockchain 

networks becomes challenging. 

 Unifying vendors within a decentralised blockchain 

environment presents significant hurdles for VMOs, 
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especially in maintaining a balance between transparency 

and privacy[67]. 

 Establishing a standardised approach to implement 

blockchain in vendor coordination is essential but 

challenging, given the varied technical expertise and 

infrastructure among vendors. 

 The integration of different vendors and service types 

within a blockchain ecosystem requires advanced 

interoperability and compatibility mechanisms. 

 The absence of a universally accepted blockchain platform 

makes it difficult to create a single source of truth, 
hampering convergence and end-to-end service integration. 

 

VI. BENEFITS OF BLOCKCHAIN IN 

PROJECT EXECUTION 
 

Blockchain provides unparalleled transparency, making it 

a valuable tool for Agile teams during project execution. 

 

 Decentralized Ledger: All team members have equal 

access to project updates, task statuses, and sprint progress 

through a shared blockchain ledger. 

 Immutable Records: Every change in tasks, user stories, 

or deliverables is recorded immutably, ensuring clarity and 

accountability. 

 Improved Collaboration: With complete visibility into 

team contributions, Agile teams can foster better 

collaboration and reduce conflicts. 

 Stakeholder Confidence: Transparent project data 

enhances trust between Agile teams and stakeholders, 

promoting smooth decision-making processes[68]. 

 

 Real-Time Tracking of Deliverables and Milestones 

Blockchain’s real-time tracking capabilities ensure that 

deliverables and milestones are managed effectively: 

 

 Real-Time Updates: Tasks and milestones are updated 

instantly on the blockchain, keeping all stakeholders 

informed of progress. 

 Smart Contracts for Milestones: Automated triggers 

notify teams when milestones are achieved or deadlines 

approach, ensuring timely action. 

 Improved Resource Allocation: Real-time data helps 

managers allocate resources efficiently to meet project 

objectives. 

 Reduced Delays: Blockchain's transparency minimises 

miscommunication and ensures faster issue resolution 

during project execution[69][8]. 

 

 Improved Trust among Vendors and Stakeholders 

The use of blockchain builds a robust trust framework 

among vendors and stakeholders during project 

execution[70][71]: 

 

 Tamper-Proof Data: Immutable blockchain records 

eliminate doubts about data integrity, ensuring all parties 

have reliable information. 

 Smart Contracts for Agreements: Automated agreements 

ensure that vendors and stakeholders adhere to predefined 

terms, reducing disputes. 

 Enhanced Collaboration: Trust built on transparent data 

sharing encourages closer collaboration between all parties 

involved. 

 Audit Trails: Blockchain's traceable transactions provide 

stakeholders with the confidence to validate project 

activities and outcomes[35]. 

 

VII. LITERATURE OF REVIEW 
 

This section extensively addresses the integration of 

Blockchain for Vendor Coordination and Agile Scrum to 
enhance efficiency in project execution while tackling related 

challenges. 

 

This paper, Ghasemi et al. (2023) has looked at 

Blockchain's possible uses and how they relate to SMI 

implementation. Using a blockchain architecture, suppliers and 

buyers may cooperate together. In the blockchain framework is 

a mathematical model for the fulfilment of orders from 

numerous suppliers to customers. With literature covering the 

specifics of its blockchain architecture, the article has included 

case studies to assess the suggested model's performance[72]. 

 

The paper, Parikshith Nayaka and Dayanand Lal, (2022) 

explains how an Agile team employing Lean or Scrum 

procedures might leverage Blockchain technology to document 

its sub-path. Several consecutive transactions impact the 

program's developing flow, and the agile software development 
team shares them. Information sharing and teamwork in 

carrying out common duties are the backbone of every 

successful agile team. The key considerations include things 

like company culture, user participation, team skills, project 

management, testing, goals, objectives, budget, timeline, clear 

requirements, and technology and technique selection for 

agile[73]. 

 

In this paper, Hammad and Inayat (2018) include the 

procedure for managing risks in the Scrum framework, which 

is among the most popular agile approaches. A controlled 

experiment was conducted on undergraduate students to verify 

the integration of risk management with the Scrum 

methodology. Critical risks were found in subsequent sprints, 

according to the experiment, and the project's gross risk value 

increased if risks were not addressed. This demonstrated the 

potential for fewer project failures and more success with an 
iterative risk management approach included in the Scrum 

framework[74]. 

 

This paper, Hong et al. (2020) suggests a system of 

administration that makes use of blockchain technology and its 

novel attributes, including immutability, audibility, and 

decentralisation. They build a methodical blockchain 

framework that incorporates many sorts of transactions, treats 

all project management participants as nodes, and more. 

Finally, new concepts for using blockchain technology in the 

administration of power system engineering projects are 

presented based on application examples that are based on 

common engineering project situations[75]. 

 

This paper, Wang et al. (2023) uses blockchain 

technology primarily in data storage management systems, 
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provides a high-level overview of blockchain's logic and its 

applications in this field, and centres on the storage of 

information and data, highlighting its "unforgeable," 

"traceable," "open and transparent," and "collective 

maintenance" characteristics. Data and information storage 

properties like "unforgeable," "traceable," "open and 

transparent," "collective maintenance," etc., constitute the 

backbone of the system. They conclude by demonstrating the 

technology's effect on the system[76]. 

 

Table 1 Ssummary of the related Work for Blockchain for Vendor Coordination and Agile 

Paper Focus Area Applications Challenges Future Work 

[72] Blockchain for 

Supplier-Customer 

Coordination 

Order fulfilment, 

supplier-customer 

alignment 

Scalability of the model Extending the framework for 

dynamic supply chain scenarios. 

[73] Blockchain in Agile 

Scrum Processes 

Tracking Agile 

workflows, improving 

coordination 

Adoption of diverse 

Agile methodologies 

Integrating real-time analytics and 

enhancing team collaboration 

metrics. 

[74] Risk Management in 

Scrum Framework 

Identifying and 

mitigating risks in Agile 

projects 

Late detection of risks 

in iterations 

Applying the model in real-world 

Scrum teams and large-scale Agile 

projects. 

[75] Blockchain for 

Engineering Project 

Management 

Decentralised project 

coordination, traceability 

Complexity of 

blockchain integration 

Adapting the framework to multi-

disciplinary engineering projects. 

[76] Blockchain for Data 

Storage Management 

Systems 

Secure data storage, 

traceability of 

modifications 

High storage 

requirements 

Optimising blockchain for large-

scale storage and cross-industry 

applications. 

VIII. CONCLUSION AND FUTURE WORK 
 

The integration of Blockchain technology with Agile 

Scrum methodologies represents a transformative approach to 

project management, enhancing transparency, accountability, 

and efficiency. By leveraging Blockchain’s decentralised 

ledger, smart contracts, and immutable records, Agile teams 

can streamline workflows, improve vendor coordination, and 

build trust among stakeholders. Despite its significant 

potential, challenges such as technical complexity, regulatory 

compliance, and adoption barriers must be addressed for 

broader implementation. This study provides a comprehensive 

analysis of these benefits and challenges, laying the 

groundwork for further exploration of Blockchain-enabled 

Agile practices. 

 

Future research should focus on developing standardised 
frameworks and tools to simplify Blockchain adoption in Agile 

environments. Exploring the interoperability of Blockchain 

platforms for multi-vendor ecosystems and addressing privacy 

concerns in decentralised systems are crucial areas of 

investigation. Additionally, empirical studies evaluating the 

practical impact of Blockchain integration on Agile project 

metrics, such as efficiency and stakeholder satisfaction, would 

provide valuable insights for industry adoption. 
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