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Abstract:- Information system auditing is a systematic 

process carried out to evaluate the security, relevance, 

integrity, effectiveness and efficiency of information 

systems in companies. The research method used is the 

literature study method and literature review to examine 

and analyze the Importance of the Role of Information 

Systems Auditing in Reviewing Compliance and Risk 

Management. The purpose of this study is to determine 

the important role of auditing in reviewing compliance 

and risk management in companies or organizations. 

Therefore, this article emphasizes the importance of the 

role of auditing information systems in this increasingly 

sophisticated era. 

 

Keywords:- Component; Information System Auditing, 

Compliance, Risk Management. 

 

I. INTRODUCTION 

 

Information systems auditing is a systematic process 

applied to collect and assess evidence about assertions about 

economic actions and events [1]. This growing business world 
poses many problems, and only a few businesses fail because 

they cannot compete. One of the reasons for failure is the poor 

management of the company in question. To prevent this from 

happening, management functions such as controlling, 

planning, organizing, and directing, which are functions 

related to each other, must be fully implemented without 

separating these functions[2]. 

 

An information systems audit, also known as an EDP 

(Electronic Data Processing Audit) audit, is the process of 

collecting data and evaluating evidence to determine whether 

a computerized application system has established and 

implemented an adequate system of internal control [3]. Then 

whether all assets are properly protected or misused, whether 

data integrity and reliability are guaranteed, and whether 

computer-based information systems operate effectively and 

efficiently [4]. 

 

An audit is also a systematic process for obtaining and 

assessing evidence objectively carried out by someone who 

has competence and is independent. This process is carried 

out by collecting and assessing evidence of information that 

can be quantified and related to the statement of a certain 
economic entity about economic actions and events [5]. Due 

to globalization that no longer recognizes national borders, 

business behavior has become broader [6]. 

 

Internal audit evaluates and improves existing internal 

control systems, risk management, and business processes to 

help companies achieve their business objectives [7]. This 

research includes risk management, transaction tracking, and 

internal audit, and compliance with applicable accounting 

standards. Although AIS has many advantages [8]. 

 
Information systems help protect sensitive data and 

maintain customer trust; information systems also help 

organizations comply with applicable regulations and security 

standards by providing strong access control, auditing, and 

data protection [9]. In addition, the developments of smart 

villages, digital villages, smart cities, as well as remote home 

control technology are some examples where information 

technology can be developed [10]. 

 

Information systems also offer many advantages that 

help companies achieve their goals [11]. Due to the 

tremendous advances in information technology, some 

http://www.ijisrt.com/


Volume 9, Issue 12, December – 2024                              International Journal of Innovative Science and Research Technology 

                  ISSN No:-2456-2165 

 

 

IJISRT24DEC317                                                            www.ijisrt.com                                   217 

entities, including small family businesses that depend on IT 

to record and process company transactions, this can change. 

Some changes in control caused by the use of information 

technology into data systems [12]. 

 

The existence of a framework, often known as a 

framework, can help auditors to conduct information systems 

audits effectively [13]. ISACA (Association for Information 
Systems Audit and Control) develops ISO, COSO, ITIL, and 

COBIT (Control Objectives for Information and Related 

Technology) frameworks, which are used to manage and 

measure the performance of organizational information 

systems. This research will discuss this framework, namely 

COBIT [14]. 

 

 
 

One application for auditing is Control Objective for 
Information and Related Technology (COBIT) 5, which is a 

framework that can be used to measure IT performance. 

COBIT 5 offers an IT management framework and detailed 

control objectives for management, business process owners, 

users and auditors. It is intended to manage information 

technology holistically so that the value provided by 

information technology can be achieved optimally by paying 

attention to every aspect of information technology 

governance. [15]. 

 

According to Elshaddai, quoted in his article [16].  The 
SI / IT audit in the COBIT framework is more commonly 

referred to as IT Assurance, which can not only provide an 

evaluation of the state of Information Technology governance 

but can also provide input that can be used to improve its 

management in the future. 

 

Auditing aims to ensure that the company's performance 

continues to support the vision and mission of the company in 

accordance with compliance or not [17]. In the audit of local 

government financial statements, the use of information 

systems (IS) has several significant benefits. First, IS allows 

the audit process to be automated, replacing manual tasks that 
tend to be more prone to human error [18]. 

 

There is a difference between auditors and audited, in 

simple terms it can be conveyed that in audit activities, the 

main actors are auditors and audited. Simply put, the auditor 

is the party conducting the audit, while the audited is the 

audited party. Things like this are found everywhere, both in 

government and the private sector [19]. 

 

In terms of opportunity risk, there are two main 

components: the risk/hazard associated with taking the 
opportunity and the risk associated with not taking the 

opportunity. Opportunity risks may or may not be physically 

visible, and are often financial in nature. However, even if the 

opportunity risk is taken with the intention of obtaining a 

positive outcome, this cannot be guaranteed. However, the 

general approach is to take opportunities and the risks 

associated with opportunities [20]. 

 

Operating companies will not be separated from risk, 

especially for companies that have intellectual capital. Good 

performance will be seen from the existing resources and 

these conditions are free from all types of risks [21]. One 

important component of a company's efforts to identify, 
evaluate, and manage potential risks associated with the use of 

information technology is IT risk management. These risks 

include data security, system integrity, operational 

sustainability, and compliance with applicable regulations and 

standards [22]. 

 

II. BASIC THEORY FOUNDATION 

 

A. Auditing 

Collecting and evaluating evidence of information is a 

process known as auditing. Its purpose is to determine and 

report on the degree of conformity between the information 
gathered and predetermined criteria. Audits should be 

conducted by competent independent parties. 

 

B. System 

A system is a collection of elements or components 

connected to facilitate the flow of information, materials, or 

energy to achieve a goal. Often, the term is used to describe a 

collection of entities that interact with each other, for which a 

mathematical model can be created. 

 

C. Information 
Information is statements, statements, ideas, and signs 

that contain value, meaning, and messages, both data, facts, 

and explanations, which can be seen, heard, and read. With 

the development of information technology and electronic 

communication, information can be presented in various 

formats and forms. 

 

D. Compliance 

A series of ex ante (preventive) actions or steps taken to 

ensure that policies, provisions, systems, and procedures as 

well as business activities carried out are in accordance with 

company regulations and applicable laws and regulations is 
known as compliance. 

 

E. Risk Management 

Risk management is a structured method or approach to 

managing threats and uncertainties. It involves assessing risks, 

creating strategies to manage them, and managing resources 

to reduce risks. Transferring risks to others, avoiding risks, 

reducing their negative impact, and bearing some or all of the 

consequences of certain risks are some of the strategies that 

can be used. 

 

III. RESEARCH METHODS 

 

The research method that the author applies is the 

literature study method and literature review to examine and 

analyze the Importance of the Role of Information Systems 

Auditing in the Review of Compliance and Risk Management. 

Through a comprehensive literature review, this research aims 
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to better understand the practical implementation of this 

concept in a business context. The purpose of collecting data 

from various sources is to gather information related to the 

objectives of this research. The method the author uses to 

collect this data is based on journals, books and other 

supporting research materials. 

 

 
Fig 1.  Research Stages 

 

Based on previous research [23], in a study entitled The 

Role of Internal Audit in the Implementation of Corporate 
Risk Management, it was found that the role of information 

system auditing is very important for the development of audit 

activities, compliance, business activities and managing risks 

that arise in the company. However, this audit must be carried 

out carefully by auditors when conducting audits and not rely 

on information provided by computers. Auditors must 

understand information technology before deciding that the 

information provided by the computer is reliable and can 

provide accurate and precise statements. With the existence of 

information system auditing, it is expected to speed up the 

audit process carried out by auditors and help review 

compliance and manage risks properly. 
 

IV. RESULTS AND DISCUSSION 

 

Information system audit is an important aspect to 

ensure the integrity, confidentiality, and availability of 

organizational data. Conducting an audit is also no less 

important and has a code of ethics; the development of 

technology and information systems has changed many 

aspects of life, especially ethics and social society. The code 

of ethics of information systems has been created by several 

organizations [19]. However, there is still debate about the 
generally accepted code of ethics versus the specific code of 

ethics of information systems. The development of an 

information system code of ethics must be based on the five 

moral dimensions mentioned earlier: 

 

 

 

A. Information Rights and Obligations; 

The information system code of ethics should cover such 

things as the protection of each employee's personal e-mail, 

workplace supervision, the organization's treatment of 

information, and information policies for payroll. 

 

B. Ownership and Obligations: 

The information systems code of ethics should address 
issues such as licensing of software use, ownership of the 

organization's data and facilities, ownership of software 

created by the organization's employees, and software 

copyright issues. In addition, this topic should include specific 

guidelines for contractual relationships with third parties. 

 

C. Accountability and Control: 

The information systems code of ethics should indicate 

who is responsible for the entire information system and 

emphasize that they are responsible for individual rights, 

protection of property rights, quality of the system, and 

quality of life. 
 

D. System Quality: 

The code of ethics should describe the general data 

quality and the tolerable level of system errors. 

 

E. Quality of Life: 

The information systems code of ethics should state that 

the purpose of the system is to improve the quality of life of 

customers and employees by achieving high levels of product 

quality, customer service, and employee satisfaction. 

 
The position of the internal auditor in the organizational 

structure greatly influences the success of carrying out tasks. 

This position allows the internal auditor to carry out his/her 

duties well and to work flexibly or independently, without 

bias [24]. 

 

To maintain the stability of the sustainability of the 

company's financial performance, the company requires an 

audit process, as stated in Financial Services Authority 

Regulation No. 29/POJK.04/2016 concerning Annual Reports 

of Public Companies to guarantee the reliability of the 

financial reports presented [25]. 
 

The involvement of several Public Accounting Firms in 

corporate financial scandals has reduced public trust in 

financial report audits [26]. Therefore, professional public 

accounting firms have a professional prudential attitude that 

requires professional accountants to maintain their 

professional knowledge and expertise as professionals, high-

quality auditors will prevent earnings management practices. 

As a result, audit quality has an impact on earnings 

management [27]. 

 
Large companies will disclose more detailed 

information, thus involving auditors to examine the financial 

statements presented by management. The financial 

statements examined by auditors will be increasingly 

complex, and the size of the company will have an impact on 

higher audit costs [28]. 
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F. Risk Identification 

The risk identification process is carried out by 

analyzing all sources of risk that are at least carried out 

against the risks of new products and activities that have gone 

through a proper risk management process before being 

introduced or implemented [29]. 

 

 
Fig 2.  Risk Management Process 

Source: Google 

 

Auditor independence, audit quality, information 

transparency, and financial reporting compliance are 

important factors.  To ensure a comprehensive assessment, 

each variable will be measured with several indicators, 

namely: 

 Auditor Independence: Signs may include the existence of 

an independent audit committee, the absence of financial 
relationships between the auditor and the insurer, and 

compliance with independence rules. 

 Audit Quality: Defined as auditor competence and 

experience, compliance with auditing standards, and 

performance of internal control systems. 

 Information Transparency: Assessment of information 

transparency based on whether complete and easily 

accessible information is found in financial statements, 

annual reports, and other public documents. 

 Financial Reporting Compliance: The extent to which the 

insurer complies with accounting standards, regulations, 
and best financial reporting practices [30]. 

 

Some audit risks consist of two components: 

 Audit risk is the risk of audit error in giving an unqualified 

opinion on materially misstated financial statements; 

 Inherent risk is the susceptibility of an account balance or 

class of transactions to a material misstatement, assuming 

that there are no related controls; a strong contingency as 

well as a response plan if the contingency does not work. 

A suitable response plan might include various cost-saving 

measures aimed at keeping the economy sound. 
 

 

The benefits of the Risk Response Plan are in 

overcoming risks based on a priority scale. Use of resources, 

activities according to budget needs, program arrangements 

and project management plans [31].   

 

The evaluation of compliance audit results consists of 2 

(two) parts, namely the evaluation of the performance of the 

compliance audit process to each audit team and the 
evaluation of the performance of compliance audit results 

produced by the audit team. The first evaluation is based on a 

monitoring sheet or logbook that consists of monitoring the 

team's preparation stage, implementation stage, and reporting 

stage [32]. 

 

Compliance audits have some very important benefits in 

business, including: 

 Reducing Legal Risk: Compliance audits help companies 

ensure that they comply with all applicable rules, 

regulations, and standards, thereby reducing the risk of 

fines or penalties and ensuring future compliance. 

 Identify Opportunities for Improvement: Compliance 

audits can reveal systems or processes that are not in 

compliance with applicable rules, regulations, and 

standards, thus providing opportunities for improvement 

and development 

 Reduce Costs: Compliance audits can reduce costs 

associated with violations of applicable rules, regulations, 

and standards, as well as reduce costs associated with 

complaints and adjudication. 

 Improve Financial Statement Quality: A compliance audit 

can improve the quality of financial statements by 
ensuring that they conform to applicable accounting 

principles and meet established standards. 

 Increase Awareness and Engagement: Compliance audits 

can increase the awareness and engagement of workers 

and company management on the importance of 

complying with applicable rules, regulations, and 

standards. 

 Improve Operational Efficiency: Compliance audits can 

improve operational efficiency by ensuring that companies 

comply with applicable operational standards and reduce 

costs associated with violations of operational standards. 

 Improve Service Quality: Compliance audits can improve 

service quality by ensuring that companies comply with 

applicable service standards and provide better service to 

clients and customers. 

 Improving Management Quality: A compliance audit can 

improve management quality by ensuring that the 

company complies with applicable management standards 

and provides better management to the company. 

 

As such, compliance audits are essential in business to 

ensure that companies comply with applicable rules, 
regulations, and standards, as well as improve financial 

statement quality, awareness, engagement, third-party trust, 

operational efficiency, service quality, information security, 

and management quality. 

 

 

http://www.ijisrt.com/


Volume 9, Issue 12, December – 2024                              International Journal of Innovative Science and Research Technology 

                  ISSN No:-2456-2165 

 

 

IJISRT24DEC317                                                            www.ijisrt.com                                   220 

V. CONCLUSION 

 

Information system audits are an important aspect of 

ensuring the integrity, confidentiality, and availability of an 

organization's data. In today's digital age, where technology 

plays an important role in business operations, the need for 

effective risk management and compliance with regulatory 

requirements has become increasingly important. This study 
has demonstrated the importance of integrating audit into the 

risk management process, particularly in the context of 

information systems. 

 

The findings of this study highlight the importance of 

identifying and assessing risks associated with information 

systems, and implementing controls and measures to mitigate 

those risks. The results also emphasize the need for 

organizations to build a culture of compliance, where auditing 

is seen as an important component of risk management. 

 

In conclusion, the integration of auditing into the risk 
management process is critical to ensuring the security and 

integrity of information systems. It is recommended that 

organizations prioritize the development of a comprehensive 

risk management framework that includes auditing as a key 

component. This will enable them to identify and mitigate 

risks, ensure compliance with regulatory requirements, and 

protect their information systems from potential threats. 

 

REFERENCES 

 
[1]. E. Y. HERRERA VILLANUEVA, “Implementasi 

Aplikasi Atlas dalam Proses Pengauditan RT RBH,” 
vol. 2017, no. 1, pp. 1–9, 2020, [Online]. Available: 
http://190.119.145.154/handle/20.500.12773/11756 

[2]. F. Arafah and M. Lathief Ilhamy Nasution, “Analisis 
Peran Audit Internal terhadap Manajemen Risiko pada 
Perbankan Syariah (Studi Kasus Pada PT. Bank Syariah 
Indonesia KC Medan S. Parman),” J. Pendidik. 
Tambusai , vol. 7, pp. 3676–3683, 2023. 

[3]. Y. S. Yuliyanti and I. A. Hanifah, “Pengaruh 
Kompetensi Auditor, Tekanan Anggaran Waktu Dan 
Kompleksitas Audit Terhadap Kualitas Audit Dengan 
Pemahaman Sistem Informasi Sebagai Variabel 
Moderating (Studi Empiris pada Inspektorat Daerah Se 
Provinsi Banten),” JRA Tirtayasa, vol. 3, no. 2, pp. 
257–272, 2019. 

[4]. R. Weber, “Pengenalan Audit Sistem Informasi.” pp. 
150–160, 1999. 

[5]. F. Fajrillah, L. Baridah, S. N. Aini, N. Salsabila, and M. 
E. M. Daulay, “Proses Pengauditan Sistem Informasi 
Keuangan dan Peluang di Era Digital,” vol. 4, pp. 
5544–5554, 2024. 

[6]. M. Su’un, “Pengaruh Profesionalisme Auditor dan Etika 
Profesi Terhadap Tingkat Materialitas Dalam Proses 
Pengauditan Laporan Keuangan,” YUME J. Manag., 
vol. 4, no. 2, pp. 325–336, 2021. 

[7]. A. M. Hanifah, C. Kuntadi, and R. Pramukty, 
“Literature Review: Pengaruh Sistem Pengendalian 
Internal, Peran Audit Internal, Komitmen Manajemen 
Terhadap Good Corporate Governance,” J. Econ., vol. 
2, no. 6, pp. 1318–1330, 2023, doi: 
10.55681/economina.v2i6.605. 

 
 

 

[8]. D. M. A. Fajar, “SISTEM INFORMASI 
AKUNTANSI : Pengendalian Akuntansi NIRVANA 
Cleaner & Caffe Parakan, Trenggalek,” 2021. 

 

[9]. F. Arifin and R. Setyadi, “Penerapan COBIT pada 
Analisis Manajemen Risiko pada Sistem Informasi 
Desa,” JURIKOM (Jurnal Ris. Komputer), vol. 9, no. 3, 
p. 733, 2022, doi: 10.30865/jurikom.v9i3.4315. 

[10]. M. A. Mz, “Cobit 5 Untuk Tata Kelola Audit Sistem 
Informasi Perpustakaan,” J. Teknoinfo, vol. 15, no. 2, p. 
67, 2021, doi: 10.33365/jti.v15i2.1078. 

[11]. A. Z. dan D. Yusri, “Analisis Dalam Pengauditan 
Sistem Informasi Manajemen,” J. Ilmu Pendidik., vol. 
7, no. 2, pp. 809–820, 2020. 

[12]. S. Elpitasari, V. D. Andrean, P. Zulfa, and N. 
Khoiriwati, “Utilization Of Audit On Accounting 
Information Systems Pemanfaatan Audit Terhadap 
Sistem Informasi Akuntansi,” Res. Account. J., vol. 2, 
no. 3, pp. 420–425, 2019, [Online]. Available: 
http://journal.yrpipku.com/index.php/raj%7C 

[13]. P. D. Driya, I. G. L. A. R. Putra, and I. M. A. Pradyana, 
“Teknik Pengumpulan Data Pada Audit Sistem 
Informasi Dengan Framework Cobit,” Inser.  Inf. Syst. 
Emerg. Technol. J., vol. 2, no. 2, p. 70, 2022, doi: 
10.23887/insert.v2i2.40235. 

[14]. R. Oktafiani, M. A. Nurrizki, S. Suhirman, and S. 
Sutarman, “Penerapan Audit Sistem Informasi pada 
Instansi Pemerintah dengan Framework COBIT: 
Literatur Review,” J. Apl. Teknol. Inf. dan Manaj., vol. 
4, no. 1, pp. 27–36, 2023, doi: 
10.31102/jatim.v4i1.1887. 

[15]. F. Muttaqin, M. Idhom, F. A. Akbar, M. H. P. Swari, 
and E. D. Putri, “Measurement of the IT Helpdesk 
Capability Level Using the COBIT 5 Framework,” J. 
Phys. Conf. Ser., vol. 1569, no. 2, pp. 39–46, 2020, doi: 
10.1088/1742-6596/1569/2/022039. 

[16]. A. P. Rabhani et al., “Audit Sistem Informasi Absensi 
Pada Kejaksaan Negeri Kota Bandung Menggunakan 
Framework Cobit 5,” J. Sisfokom (Sistem Inf. dan 
Komputer), vol. 9, no. 2, pp. 275–280, 2020, doi: 
10.32736/sisfokom.v9i2.890. 

[17]. D. S. Abbas, “Pengauditan Teori Dasar Dan 
Penerapan,” Cv Widina Media Utama, 2022. 

[18]. A. F. Kurniawan, “Peran Sistem Informasi dalam 
Meningkatkan Kualitas Audit Keuangan Pemerintah 
Daerah,” vol. 8, no. 1, pp. 936–948, 2024, doi: 
10.33087/ekonomis.v8i1.1822. 

[19]. W. W. A. Winarto, Audit Sistem Informasi, Cetakan ke. 
Jawa Tengah: NEM-Anggota IKAPI, 2022. [Online]. 
Available: 
https://books.google.co.id/books?id=1UVkEAAAQBAJ
&printsec=frontcover&hl=id#v=onepage&q&f=false 

[20]. A. Wibowo, “R I S I K O Manajemen,” p. 407, 2022. 
[21]. Muhammad Asir, R. A. Yuniawati, K. Mere, K. 

Sukardi, and M. A. Anwar, “Peran manajemen risiko 
dalam meningkatkan kinerja perusahaan: studi 
manajemen sumber daya manusia,” Entrep. Bisnis 
Manaj. Akunt., vol. 4, no. 1, pp. 32–42, 2023, doi: 
10.37631/ebisma.v4i1.844. 

[22]. A. Faiza, W. Achmad, Lukman Prayogidianto Sayyid 
Aqil, and W. Anita, “Manajemen+Resiko+IT+UP,” vol. 
2, pp. 233–247, 2024. 

[23]. A. Y. Ritonga, “Peran Audit Internal Dalam Penerapan 
Manajemen Risiko Perusahaan,” Owner, vol. 7, no. 3, 
pp. 2348–2357, 2023, doi: 10.33395/owner.v7i3.1454. 

[24]. Z. Zeinora, S. Saripah, and S. A. B. Wibawa, “Audit 
Internal Terhadap Kepatuhan Manajemen Perusahaan,” 
JABE (Journal Appl. Bus. Econ., vol. 9, no. 2, p. 247, 
2022, doi: 10.30998/jabe.v9i2.14313. 

 

 

 

http://www.ijisrt.com/


Volume 9, Issue 12, December – 2024                              International Journal of Innovative Science and Research Technology 

                  ISSN No:-2456-2165 

 

 

IJISRT24DEC317                                                            www.ijisrt.com                                   221 

[25]. M. S. Lasdin and T. Ratnawati, “Pengaruh Kepatuhan 
Sak, Salah Saji Material, Reputasi Kap Terhadap 
Financial Distress Dan Opini Audit Pada Perusahaan 
Manufaktur Yang Terdapat Di Bursa …,” Inisiat. J. 
Ekon. Akunt. …, vol. 2, no. 4, 2023, [Online]. 
Available: 
https://jurnaluniv45sby.ac.id/index.php/Inisiatif/article/
view/1405%0Ahttps://jurnaluniv45sby.ac.id/index.php/I
nisiatif/article/download/1405/1124 

[26]. E. P. Ardhityanto, “Pengaruh Biaya Audit, Audit 
Tenure, Rotasi Audit, Leverage, dan Ukuran 
Perusahaan Terhadap Kualitas Audit (Studi Empiris 
pada Perusahaan Jasa Sektor Keuangan yang terdaftar 
di Bursa Efek Indonesia Periode 2015-2019),” 3rd Pros. 
Bus. Econ. Conf. Util. Mod. Technol. 2020, pp. 720–
733, 2020, [Online]. Available: 
http://journal.ummgl.ac.id/index.php/conference/article/
view/4723 

[27]. dan R. A. S. Rodhiya Maulidah, “Jurnal Mahasiswa 
Manajemen, Volume 01 Nomor 01 Tahun 2020,” J. 
Mhs. Manaj., vol. 01, no. 01, p. 5, 2020. 

[28]. K. Sibuea and R. I. Arfianti, “Pengaruh Kualitas Audit, 
Ukuran Perusahaan, Kompleksitas Perusahaan Dan 
Risiko Perusahaan Terhadap Audit Fee,” J. Akunt., vol. 
10, no. 2, pp. 126–140, 2021, doi: 
10.46806/ja.v10i2.804. 

[29]. E. Rahayu, W. M. Kifti, R. Rohminatin, S. Santoso, and 
A. Kurniawan, “Manajemen Resiko (Studi Kasus Pada 
Stmik Royal Kisaran),” J. Sci. Soc. Res., vol. 6, no. 1, p. 
123, 2023, doi: 10.54314/jssr.v6i1.1181. 

[30]. L. Judijanto, E. Y. Siska, E. Sudarmanto, E. Maulina, 
and S. Saparman, “Analisis Pengaruh Independensi 
Auditor, Kualitas Audit, dan Transparansi Informasi 
terhadap Kepatuhan Pelaporan Keuangan Perusahaan 
Asuransi,” J. Akunt. Dan Keuang. West Sci., vol. 3, no. 
01, pp. 1–9, 2024, doi: 10.58812/jakws.v3i01.901. 

[31]. L. F. Viera Valencia and D. Garcia Giraldo, Audit 
Internal Pengendalian dan Kepatuhan, vol. 2. 2019. 

[32]. I. Irsutami, D. Irianto, M. Ikhlash, and S. Riadi, “Model 
Pembelajaran Project Based Learning - Audit 
Kepatuhan,” J. Appl. Manag. Account., vol. 4, no. 2, pp. 
323–335, 2020, doi: 10.30871/jama.v4i2.2589. 

 

 
 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

http://www.ijisrt.com/

	I. INTRODUCTION
	II. BASIC THEORY FOUNDATION
	A. Auditing
	B. System
	C. Information
	D. Compliance
	E. Risk Management

	III. RESEARCH METHODS
	IV. RESULTS AND DISCUSSION
	V. CONCLUSION
	REFERENCES


