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Abstract— Digital information presents many benefits for 

processing as well as distributing picture and different types of 

knowledge world-wide. First, digital programs present 

remarkable flexibility in providing, developing manipulating and 

editing the digital understanding. Analog instruments lack the 

flexibility, malleability and extensibility of processing of the 

program. Second, digital knowledge is allowed to be dispensed 

and disseminated on a huge scale through digital communique 

community like web. This article presents a literature survey on 

various state of arts carried in direction of digital video 

watermarking. 
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I. INTRODUCTION  

A superb development is seen in the usage of digital 
photograph now a days together with quite a lot of 
applications which might be involved in our each day 
existence like picture-on-demand, digital TV, image-
conferencing, promoting, surveillance, leisure and distance 
learning. Many person expertise digital image when they 
watch a motion image recorded on a digital image disc (DVD) 
or downloaded over the internet. The digital image’s 
proliferation are prompted into many extra functions through 
making improvements to the compression science which 
outcome into better authoring and enhancing instruments as 
well as extra on hand bandwidth in digital conversation 
networks and cut down fee seize and display devices.  

Digital representation offers many advantages for 
processing as good as distributing photograph and other 
varieties of understanding world-extensive. First, digital 
software packages present exceptional flexibility in imparting, 
creating manipulating and modifying the digital knowledge. 
Analog instruments lack the pliability, malleability and 
extensibility of processing of the program. Second, digital 
knowledge is allowed to be allotted and disseminated on a 
wide scale through digital communication network like web. 
On some of these networks, present open and proprietary 
protocols reminiscent of the arena large internet permit any 
consumer to effortlessly and inexpensively alternate, furnish, 
find and receive the digital knowledge. Finally digital know-
how can also be processed, and in distinctive, copied without 
introducing loss, degradation, or noise. For example, an 
limitless number of perfect copies will also be constructed 
from a single digital picture sign. In contrast, the addition of 
noise into a replica from analog signal processing is 
unavoidable. 

A watermark might be a format of photo or textual content 
that's marked on the paper which in return supplies the 

authenticity and ownership. The subject digital watermarking 
in quite a lot of types is for that reason a department of the 
digital technological generation. A fantastic and speedy 
increase in the utilization of the internet has recommended the 
motive for establishing a mechanism to shield ownership of 
digital media. Even as the aforementioned benefits offers 
monstrous possibilities for creators, the capability to get 
certain copies that can be distributed and result in facilitate 
misuse, unlawful copying, piracy, plagiarism and 
misappropriation. Content house owners and creators are 
involved extra concerning the penalties of the illegal copying 
and distribution on the cumbrous fee. Although the problem is 
just not handiest idealized as illegal copying and distribution 
of copyrighted materials has given an come up to the 
monetary harm which is estimated to be within the billions of 
greenbacks. Not too long ago, widespread web software 
situated on peer to peer structure reminiscent of eDonkey, 
Gnutella, BitTorrent and Kazaa have been used to share or 
distribute the copyrighted movies, application, music and 
other materials. New peer-to-peer techniques may just encrypt 
the data being retain the anonymity of its users, shared, 
abutment a exceptional quantity of users and as a consequence 
be likewise powerful. This technological development in peer-
to-peer systems will actualize considerable challenges for 
copyright applications. As a consequence, there's a fine want 
for approaches which can continue the monetary value of 
digital photo and safeguard the rights of content material 
homeowners. 

II. CHRONOLOGICAL REVIEW  

The easiest example of spatial watermarking systems is to 
insert message image into digital signals in noise free 
environments via least massive bit coding. There are a couple 
of versions of the procedures. This truly involves inserting 
watermark with the aid of altering the minimal significant bit 
of the snapshot content with slightly furnished by way of the 
watermark content material [8]. The most easy way to embed 
a watermark into an snapshot in the spatial domain is to insert 
a pseudo arbitrary noise association to the y-luminance of the 
pixel values.  

The Digital Millennium Copyright Act (DMCA) was the 
first legislation in a series of attempts by the U.S. Congress to 
update U.S. copyright law for the digital era. President Clinton 
signed the act into law on October 28, 1998. The DMCA 
prohibit circumvention of technological measures used by 
copyright owners to European works.1 similar provisions 
appear in their defense Copyright Directive (EUCD), or 
Directive 2001/29/EC of the European parliament. The EUCD 
obliges the Member States to call into being legal protection 
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against the circumvention of technical security measures as 
well as against construction equipment for sale or trade, 
offering the primary object of which is to circumvent these 
technical security measures. EU member states are currently 
implementing director, with a much slower pace than what the 
implementation deadline of December 2002 called for. In 
addition, some national parliaments have rejected (initial) 
proposals to implement the EUCD. To complement the legal 
initiative, content owners have also sought technical measures 
to to protect their creations. Generally technical content 
protection measures use three approaches: access control, 
copy protection, and material tracking. 

Schyndel, [9] proposed a method based on bit plane 
manipulation of the least significant bit (LSB) which offers 
easy and fast decoding. Macq LSB inserts the watermark 
around image contours [10].  

Caronmi conceals minuscule geometric arrangements 
known as tags in arena. In this manner, too bright or too dark 
texture as the least visible regions [11]. Bender, choose 
random pairs of image pixel values and aggregate the 
luminous of one and reduce for the other [2].  

Nikolaidis, inserts a minuscule specific value to arbitrary 
place as illustrated by the binary watermark arrangement and 
use of analytical hypothesis validation to detect the presence 
of watermark [12].  

Although there are much more robust image watermarks in 
the discrete cosine transform domain, but very few are 
existing information concealing watermarking techniques in 
the prior domain [13]. 

Kim, [15] insert watermark pixels as pseudo arbitrary 
arrangements in the frequency district. 

 Langelaar, [17] conceal image watermarks by degrading 
or regaining selected discrete cosine transformation coefficient 
values. 

 Borg, [16] conceal watermark in JPEG extension images 
by forcibly taking particular DCT blocks i.e. LL, HL, LH, HH 
to appease exact linear or circular restraint. Some inserts 
image watermark arrangements in the quantization part after 
discrete cosine transforms [21] or in preferred blocks 
established on HVS models. 

 Choi, uses inter-block interaction by forcibly taking 
discrete cosine transform coefficient variables of a frequency 
component to be more or less than the mediocre of its 
neighboring frequency component [18].  

In 1995, Cox, developed a new algorithm of using spread 
spectrum to embed a mark [4] To improve Cox method, Lu, 
[18] to improve the watermark by taking cocktail as the 
strength and basically use human visualizing system to obtain 
and achieve high imperceptibility of the watermarked content.  

Hsu etal.[19] inserts watermark pixels by altering the 
antinomy of DCT and DWT coefficients and use a meaningful 
logo image as the watermark. Whereas various techniques 
insert only one watermark, some techniques gives acceptance 
for numerous watermark embedding procedures [6]. Some 
embed orthogonal watermarks and lengthen the single 
watermark algorithms for a couple of watermarks [19]. The 
watermarking algorithms (approaches) can be performed both 

in spatial domain or in the development area. The spatial-
domain tactics [3-8] straight regulate the intensities or color 
values of some selected pixels. 

One commonly used spatial domain technique is the Least 
Significant Bits (LSB) technique [3, 4]. In this technique the 
watermark is embedded in the least significant bits of some 
randomly selected pixels. This technique is very easy and fast 
for implementation. One detriment of spatial domain image 
watermarks is of image curtailing that can be used to eradicate 
the image watermark. 

 In a same manner to spatial domain image watermarking, 
the transform domain image techniques modify the values of 
selected transformed coefficients. Since information stored at 
high frequency component will be lost due to manipulations 
like compression or scaling, the image watermark content is 
employed to middle frequency components or either employed 
flexibly to frequencies that have significant information of the 
original cover image. After that the inverse transform should 
be applied to obtain the watermarked image. Since watermarks 
applied to the transform frequency component will be 
removed over the absoluteness of the spatial image performing 
upon inverse conversion, this technique is more robust to 
cropping then the spatial technique. The transform techniques 
commonly used for watermarking purposes are respectively: 
the Discrete Cosine Transform (DCT), the Discrete Fourier 
Transform (DFT) and the Discrete Wavelet Transform. These 
are also less known approaches implementing the Complex 
Wavelet Transform (CWT) and the Fourier-Mellin Transform 
(FMT). 

Saraju P Mohanty in [1], discussed about the history and 
techniques of information hiding i.e. image, test, video and 
compared this technique with steganography and 
cryptography. The author has proposed a digital watermarking 
model using VLSI implementation which include encoding 
and decoding process in DCT domain and also implore upon 
the types of digital watermarks, its application and attacks. 

‘Techniques For Data Hiding’[5] by W. Bender, D. Gruhl, 
N. Morimoto and A. Lu proposes several data hiding 
technique for embedding data in host text, image as well as 
audio signals with an aim of achieving indemnity of huge 
embedded data with respect to intentional attempts [2]. Here, 
the authors implore upon the automatic identification of non-
geometric and geometric changes applied to host signals, 
optimum trade-offs regarding characteristics of digital 
watermarking with a need of better contextual description of 
content is increasing. 

M. Arnold, M. Schmucker and S. D. Wolthusen provides a 
description about ‘Techniques and Application of Digital 
Watermarking and Content Protection’ [3] by representing 
area for research and development for varied range of 
multimedia data types from still images to 3D geometry 
models and classified attacks as protocol-specific and 
improved robustness against de-synchronization attack which 
are vulnerable but still the issues regarding bandwidth 
capacity remains a challenge with economical, legal and 
technical aspects which requires a keen attention and needs to 
be resolved. 

I. J. cox and J. Kilian proposed a tamper rebellious 
algorithm and methodology in paper ‘Secure Spread Spectrum 
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Watermarking for Multimedia’ [4] with an aim to register 
against the transformed watermarked image with strong 
resilience unambiguously using DCT domain with a note that 
the watermark was based on random sample of 1000 with 
N(0,1) distribution. 

To switch an snapshot to its frequency illustration, you can 
still use a number of reversible conversion like separate round 
operate transform (DCT), separate ripple remodel (DWT), or 
separate Fourier turn into (DFT) [1]. Despite the fact that 
spatial area established techniques can't sustain most of the 
common attacks like compression, high go or low pass based 
filtering, etc., researchers will make contributions the spatial 
domain methods too [1], [4]. 

III. CONCLUSION 

This survey has examined approaches for digital video 
watermaking that includes utilization of DCT, DFT, DST and 
DWT domains for hiding. The embedding process is carried 
out by LSB or MSB hiding, while others uses simply addition 
of watermark using LDA, PCA, multi-correlation analysis and 
chaotic mapping respectively. The major success achieved by 
performing watermarking in DWT domains using chaotic 
mapping algorithms in order to attain more robust and secured 
watermaking model. This article provides a significant outline 
for any scholar researching in this sector. 
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