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Abstract— In contemporary world fame of digital video based 

mostly applications is among the necessity for copyright 

protection so as to avoid criminal repeating and distribution of 

digital data. Digital representation offers many advantages for 

processing and distributing video and other types of information. 

Copyright protection adds authentication redundant knowledge 

in original data like the possession details and owner-logo within 

the digital media while not compromising its sensory activity 

quality. If within the condition of any dispute, authentication 

data is extracted from watermarked media and might be utilized 

for an authoritative proof to validate the possession, because the 

methodology for copyright protection, digital video 

watermarking have recently developed as the vital art of interest 

and a lively space of analysis currently a days. This article 

discusses major contribution in field of invisible watermarking. 
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I. INTRODUCTION  

The use of digital video has mature dramatically in recent 
times. Digital video applications embody video-on-demand, 
video-conferencing, digital cinema, digital tv, distance 
learning, amusement, and advertising. Several users expertise 
digital video once they watch a flick recorded on a digital 
videodisk (DVD) or downloaded over the web. Proliferation of 
digital video into additional applications is inspired by up 
compression technology, higher authoring and redaction tools, 
capture and show devices at low cost; and additional offered 
information measure in data communication networks. The 
replica, manipulation and so the distribution of digital 
transmission (images, audio and video) via networks come to 
be faster and simpler. For this reason, creators and 
homeowners of digital product are concerned involving 
amerciable repeating of their product. Hence, copyright 
safeguard and safety are becoming critical issues in multimedia 
process purposes and offerings[12-14]. 

Digital representation offers many advantages for 
processing and distributing video and other types of 
information. First, digital software programs offer 
unprecedented creating, editing, presenting, and flexibility in 
manipulating digital information. Analog devices lack the 
flexibility, malleability, and extensibility of software 
processing. Second, digital communications network (such as 
the Internet) allow digital data to be distributed and 
disseminated on a wide scale[15-18]. On some of these 
networks, existing open and proprietary protocols such as the 
World Wide Web allow any user to easily and inexpensively 
obtain, provide, exchange, and find digital information. Lastly, 

digital information can be processed, and in particular, copied 
without introducing loss, degradation, or noise. For example, 
an infinite number of perfect copies can be produced from a 
single digital video signal. In contrast, the addition of noise 
into a copy from analog signal processing is unavoidable. 

In the past years, Watermarking methods are projected for 
these functions within which the copyright info is embedded 
into transmission knowledge so as to shield possession. 
Research is now fascinated about watermarking schemes to 
safeguard multimedia content material. Digital watermarking is 
a process that may serve functions. A enormous range of 
watermarking theme projected to quilt copyright marks and 
substitute data in digital pictures, video, audio and a couple of 
alternative transmission objects. A watermark could be a kind 
of photo or textual content that is the paper provides proof of 
its legitimacy, nonetheless affected. Digital watermarking is 
companion extension of this theory within the digital World. 

II. DIGITAL WATERMARKING & INFORMATION HIDING 

Digital watermarking is the technology of hiding 
information in a carrier signal the hide information, but should 
not have a controlling relationship to the carrier signal. 
Generally, a digital watermark is embedded into all styles of 
media the foremost common medium square measure audio, 
video and photos. It's easy to add a scene digital watermark on 
a digital signal; it just needs to add some data to the original 
signal. But do not make an invisible digital as easy as visible 
digital watermarking. Different medium has numerous 
organization, thus consistent with completely different 
medium, completely different algorithms are accustomed add 
digital watermarks in signal while not ever-changing the 
approach that original signal sounds like[10]. 

 A challenge in watermarking is that process the 
watermarked video might take away or harm the embedded 
watermark, watermark or make it more difficult to detect. The 
watermarked video could also be processed for any variety of 
reasons, as well as the conventional process that happens in 
associate application; unintentional injury or loss throughout 
storage, retrieval, or transmission over a network; or deliberate 
process by a (hostile) user for the aim of removing the 
embedded watermark. Processing the watermarked video is 
known as an attack, whether the intent such processing is 
malicious or not[7]. In addition to perceptually transparent 
embedding, another goal of watermarking is robustness against 
attacks. The watermark detector should detect the watermark in 
the the video has been subjected to, even when the 
watermarked video, attack. The watermark should be securely 
embedded and difficult to remove, such that the embedded 
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watermark is a permanent and inseparable part of the 
watermarked video. 

A wide vary of applications like digital watermarking are 
often used for[15]: 

A. Copyright Protection  

For the protection of the intellectual property, the data 
owner can embedded a watermark representing copyright 
information in the data. Embedded watermark can be used as a 
proof, example in a court if someone intentionally infringed the 
copyrights. Source Tracking (different recipients have different 
watermarked content) Broadcast Monitoring (Television news 
often international agencies including the watermarked video). 

B. Fingerprinting 

To trace the source of illegal copies, the owner can use 
fingerprinting technology. In this case, the owner can embed 
different watermarks in the copies of the data that are supplied 
to various customers. Fingerprinting may be compared to 
embedding a serial variety that's associated with the shoppers 
known within the information. this permits the material 
possession owner to spot customers who have broken their 
license agreement by activity the information to 3rd parties. 

C. Copy protection 

The information keep in watermark will directly 
management digital recording devices for copy protection 
functions. During this case watermark represents a copy-
prohibit bit and watermark detectors within the recorder verify 
whether or not the info offered to the recorder is also keep or 
not. 

D. Broadcast monitoring 

  By embedding a watermark in commercial advertising, an 
automated monitoring system can verify whether the 
advertisements are broadcasted as contracted. Broadcast 
monitoring can protect not only the commercials but also the 
valuable TV products. 

E. Data authentication 

The so called fragile watermarks can be used to check the 
authenticity of data. A fragile watermark indicates whether the 
data has been altered. Further it offers the information in which 
part the data are being altered. 

F. Medical safety 

Embedded the date and the patient’s name in medical 
images could be a useful safety measure. 

For people who are looking for an efficient way to monitor, 
manage and monetize to their digital assets, the digital 
watermarking is an effective way and is mostly used today. 
Digital watermarking can ensure our ownership and contact 
information are attached for our material, and can add to 
enhance the automated license revenues, automated remind us 
when there is an unauthorized use[5]. 

Using digital watermarking, it is easy to trace back to the 
source when any information is leaking. In addition, companies 
can use the software to add or detect even the digital 
watermark; the watermark can use tools with detector. For 
instance, we can prevent someone from attempting to copy our 

security documents with watermarks by using a printer with 
watermark detector[6]. 

III. CHRONOLOGICAL REVIEW  

Reported several watermarking purposes within the 
literature rely upon the offerings we want to support. Hence 
watermarking procedures might even be significant in various 
utility areas together with Copyright protection, copy security, 
mood detection, procedure and so on [1-3]. Situated on their 
domain embedding, watermarking schemes are labeled both as 
Spatial area (The watermarking procedure straight alters the 
principal knowledge factors, like pixels in a photo, to cover the 
watermark knowledge) or remodeled area (the watermarking 
system alters the frequency transforms of capabilities elements 
to cover the watermark information). The latter has proven to 
be plenty of durable than the spatial domain watermarking [1], 
[4]. 

The simplest example of spatial domain watermarking 
techniques to insert data into digital signals in noise free 
environments is least significant bit coding. There are several 
variants of the techniques. This basically involves embedding 
watermark by substitution the smallest amount important little 
bit of the image knowledge with a little of the watermark 
knowledge [8]. The most easy thanks to infix a watermark into 
a picture within the spatial is to add a pseudo random noise 
pattern to the brightness level values of its pixels. Schyndel, 
[10] planned a way supported bit plane manipulation of the 
smallest amount vital bit (LSB) that offers simple and quick 
secret writing. Macq LSB inserts the watermark around image 
contours [11]. 

Caronmi hides small geometric patterns called tags in 
regions where the tags would be In this way, too bright or too 
dark texture as the least visible regions [12]. Bender, opt for 
random pairs of image points and increase the brightness of 
one and reduce that of the opposite [13]. Nikolaidis, add a little 
positive variety to random locations as such as by the binary 
watermark pattern and use applied math hypothesis testing to 
observe the presence of watermark [14].  

Volatizes, use dynamic systems to get chaotic orbits that 
are dense within the spatial domain and conceal the watermark 
at the ostensibly chaotic locations [15]. 

To switch an snapshot to its frequency illustration, you can 
still use a number of reversible conversion like separate round 
operate transform (DCT)[17], separate ripple remodel (DWT), 
or separate Fourier turn into (DFT) [1]. Despite the fact that 
spatial area established techniques can't sustain most of the 
common attacks like compression, high go or low pass based 
filtering, etc., researchers will make contributions the spatial 
domain methods too [1], [4],[20]. 

Nonetheless, the applying of a number of the money 
implications areas like system and copyright safety are terribly 
excessive and unless currently no palmy algorithmic program 
appear to be on the market to forestall outlawed repetition of 
the multimedia process content, is that the important goal of 
this analysis work chosen to increase watermarking schemes 
for pics (which might be hold in spatial area additionally as 
transformed area) so as to sustain the identified attacks and 
countless photo manipulation operations[16]. 
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The inspiration of human action on the Q.T. is as prior as 
verbal exchange itself. The earliest reference to secret writing 
in the West seems in Homer’s epos[11]. Steganographic ways 
created their document debut some centuries later in many 
stories by Herodotus, the daddy of history[8]. A valuable 
approaches used to be the employment of sympathetic inks. 
Later, with chemicals influences sympathetic inks were 
developed. This was utilized in World Wars I and II. Origin of 
steganography is organic and physiological[7]. 

 Term steganography came into use in 1500’s as soon as the 
looks of Trithemius’ publication on the field 
Steganographia[1], a entire branch of steganography, linguistic 
steganography are linguistic or language forms of hidden 
writing. These are the stenogram and open code. A stenogram 
could be a secret message that's now not in a very written 
form[4]. 

The Digital Millennium Copyright Act (DMCA) was the 
first legislation in a series of attempts by the U.S. Congress to 
update U.S. copyright law for the digital era. President Clinton 
signed the act into law on October 28, 1998[6]. The DMCA 
prohibit circumvention of technological measures used by 
copyright owners to European works. Similar provisions 
appear in their defense Copyright Directive (EUCD), or 
Directive 2001/29/EC of the European parliament. The EUCD 
obliges the Member States to call into being legal protection 
against the circumvention of technical security measures as 
well as against construction equipment for sale or trade, 
offering the primary object of which is to circumvent these 
technical security measures. EU member states are currently 
implementing director, with a much slower pace than what the 
implementation deadline of December 2002 [11]. In addition, 
some national parliaments have rejected (initial) proposals to 
implement the EUCD[11]. To complement the legal initiative, 
content owners have also sought technical measures to to 
protect their creations. Generally technical content protection 
measures use three approaches: access control, copy protection, 
and material tracking[20]. 

IV. CONCLUSION & FUTURE WORK 

Safer Digital watermarking system can be implemented by 
combining the Cryptography and digital watermarking. Here, 
we implemented a simple model of watermarking technique, 
which It has the ability to insert an invisible watermark into a 
spatial domain of a base-image. This technique yields marked-
images with high imperceptibility and robustness quality. We 
are interested in the spatial domain watermarking due to its 
easiest modeling into hardware and for its economical features. 
Therefore we are planning to implement our proposed 
algorithm as a hardware chip as soon as possible in the nearest 
future. The suggested embedding scheme can be extended to 
video watermarking, where watermarked frames will be an 
add-on secrecy point. 
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