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Abstract— As a method of copyright protection, digital video 
watermarking has recently emerged as a significant field of 
interest and a very active area of research. In this work the 
targeted semi-visible watermarking is approached using Haar 
Wavelet functions and Principal component analysis (PCA) 
based approach, the watermark or message embedded into cover 
image, prior to it , principal component of selected wavelet band 
is transformed into principal component domain. The embedding 
is performed in PCA domain, by means of a secret key alpha. The 
retrieved results from the proposed experimental setup reveals 
that embedding a watermark can be performed more faster and 
more robust than the existing methodologies.
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I. INTRODUCTION 

Earlier interactive media records were hardly available to the mass 
end users. Although, as the rapid development of pervasive digital 
information technology is seen, everyone have dense and portable 
storage, good quality of image compression techniques, high 
processing power and increased network benefit in their personal 
computer and this may lead to generation of another crisis as in the 
users have ability to tamper, generate copies, redistribute illegally the 
digital content. To take off in an e-commerce setting, the security 
issues are to be resolved regarding digital multimedia products and 
services[1].

According to research findings, a unique solution is noticed which 
integrates the secure information into the content of the image which 
must be inseparable and that particular information must be 
invisible[7] and should not get affected by any attacks and, therefore 
that unique solution is the digital watermarking which strive to 
achieve the goal by embedding a retrievable watermark directly into 
the image[5].

II. LITERATURE SURVEY

Nikolaidis[11], inserts a minuscule specific value to arbitrary 
place as illustrated by the binary watermark arrangement and use of 
analytical hypothesis validation to detect the presence of watermark 
[1,2]. Kim, [5,7] insert watermark pixels as pseudo arbitrary 
arrangements in the frequency district. Langelaar, [10] conceal image 
watermarks by degrading or regaining selected discrete cosine 
transformation coefficient values.

Borg, [6] conceal watermark in JPEG extension images by 
forcibly taking particular DCT blocks i.e. LL, HL, LH, HH to appease 
exact linear or circular restraint. Some inserts image watermark 
arrangements in the quantization part after discrete cosine transforms 
[2] or in preferred blocks established on HVS models. Choi[6], uses 
inter-block interaction by forcibly taking discrete cosine transform 
coefficient variables of a frequency component to be more or less than 
the mediocre of its neighboring frequency component [8]. In the 

direction of embedded level development of information hiding Saraju 
P Mohanty in [4], discussed about the history and techniques of 
information hiding i.e. image, test, video and compared this technique 
with steganography and cryptography[9]. The author has proposed a 
digital watermarking model using VLSI implementation which 
include encoding and decoding process in DCT domain and also 
implore upon the types of digital watermarks, its application and 
attacks[3,6]. 

III. INFORMATION HIDING

Digital watermarking is the method that insert an image known as 
a watermark into a cover image in such a manner that the watermark 
can be later on decrypted or extracted for the characterization of the 
cover image. Interactive media in goods are embedded by a watermark 
are usually known as: the original cover signal, the host signal or bus 
work. A digital watermark is a distinguishing piece of information that 
is assigned to the data to protected. This is an important requirement 
the watermark cannot be easily extracted or removed from the 
watermarked object. Watermarking techniques can be differentiated 
into the following four categories[6]:

 ImageWatermarking

 Video Watermarking

 Audio Watermarking

 Text Watermarking

Invisible and visible are the two elementary types of digital 
image watermarking, and the digital watermark extracted can be 
treated as either visible or invisible. A visible digital image 
watermarking is a path by which anyone can embed visible data in 
digital signal and the data is obviously a watermark logo that 
captures the owner’s information of that digital signal. Let us take 
an example of a television operator typically adds its logo to the 
corner your video, it is generally known as the visible digital 
image watermark.

While invisible digital image watermarking is a process by which 
anyone can conceal data content in digital signal and the data 
content will not be visible. Since its invisibility is known, invisible 
digital image watermarking is used extensively in this arena. Its 
purpose is to embed owner’s authenticity in the cover image and is 
more challenging to find, extract, remove and decrypt. R. Dugad 
in[6] ‘A New Wavelet Based Scheme for Watermarking Images’ 
implores upon the use of transform domain with spread spectrum 
watermarking [2,6]. Where ever in transform domain, the image 
energy is significant, the watermark is added in that co-efficient 
with an introduction of new scheme ‘order-sensitivity’ which has 
various advantages like improved resistance, robust and implicit 
visual masking. In [8] ‘Principal Component Model for Sparse 
Functional Data’, James discuss the modes of variation of various 
curves drawn from the elements of multivariate data set where 
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they are measured at sparse set of time points in order to handle a 
reduced rank mixed effects framework [2,7].

IV. EMBEDDING AND EXTRACTION OF HIDED MESSAGE

The discrete wavelet transform is not time-invariant because of the 
change in rate controller in the bank that contains filter but in true 
sense it is very sensitive to the calibration of the image in future. 
While, Principal component analysis (PCA) is a mathematical process 
that requires an orthogonal transformation to catechumen, a set of 
variables of possibly associated observations into a set of numerals of 
disassociated variables known as the major components. Reduce the 
number of principal components than or equal to the number of the 
original variables. The first major component of change (the 
variability in the data as much the largest as possible, which accounts) 
possible variance is defined this way, and instead hit the highest 
possible variance under the constraint that each (i.e uncorrelated) 
components are orthogonal to preceding components.

A .Algo.1:- Embedding Procedure
1. Click a picture through a webcam known as webcam image 

watermark.
2. Calculate the intensities of watermark image and webcam 

image watermark.
3. Whose so ever intensity is greater will be embedded in the 

original image.
4. Convert the n × n binary watermark logo into a vector W = 

{ w1, w2, ……, wn × n } of ‘0’s and ‘1’s.
5. Transform image from RGB to YUV color format.
6. Apply 1-level DWT to the luminance (Y component) of 

image to obtain four sub-bands LL, LH, HL and HH of size 
N x N.

7. Fragment the LL sub-band into k non-overlapping sub-
blocks each of dimension n × n (of the same size as the 
watermark logo).

8. In PCA domain the message of interest is embedded into 
cover image using below equation.                                                         
Where, Scorei represents the principal component matrix of 
the ith sub-block.

   Scorei= Scorei +alpha*W (1)
9. Obtain inverse PCA is applied on the modified PCA 

components of the sub-blocks of the frequency district of 
the LL sub-band to achieve the desired wavelet coefficient 
variables.

10. Inverse DWT is applied to obtain the watermarked 
luminance component of the image. Then convert the image 
back to its RGB components.

B. Algo.2:- Extraction Procedure

1. Divide the watermarked (and possibly attacked) image into 
distinct frames and convert them from RGB to YUV format.

2. Choose the luminance (Y) component of an image and 
DWT is applied to disintegrate the Y component into the 
four sub-bands LL, HL, LH, and HH of size N×N.

3. Divide the LL sub-band into n × n non overlapping sub-
blocks.

4. Put PCA to every block that is selected in sub-band LL by 
using Algorithm 2.

5. Provided from the LL sub-band of image, the watermark 
bits are drawn out from the principal components of every 
sub-block as in equation 2.

Wi
’ = (Scorei’ – Scorei) /alpha       (2)

Where, Wi’ is the watermark drawn out from the ith sub-block.

V. EXPERIMENTAL RESULTS

The NC (Normalized Coefficients) and MSE(Means Square Error) 
values are obtained for the image watermarking process. And the 
benchmark for identifying best watermarking scheme is, the value of 
MSE value should be lower and the NC value must be greater. MSE 
denotes the equality index of original cover image with comparability 
to watermarked image. While NC represents the index that shows the 
detritions of extricated image watermark when confront to original 
image watermark which has been used for concealing in the earlier 
stage. More resemblance more is watermarking by using this approach 
in an efficient way. The experimental outcome of simulations are 
depicted in below figures:-

Fig.1 : Cover image

Fig.2 : Message or watermark image

Fig.3 : Watermarked image 
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Fig.4 :- Extracted watermark image from extraction process

The results of fig.3 and 4 proves that a significant level of 
watermarking can be achieved using proposed scheme of 
watermarking.

VI. CONCLUSION

The robust invisible watermarking has been a subject of wide 
interest because of their likely possible use for copyright protection. 
We have developed a robust invisible watermarking algorithm in 
transform domain using DWT and PCA i.e. robust to predetermined 
attacks and have the required distinctive parameters. As discerned 
within the ability to place sturdy watermarks does not essentially 
provide solution to the ownership problem. Still more work has to be 
done in this field in respect to achieve the robust invisible watermark 
legally useful. Proposed approach provides significant results in 
research direct of frame based watermarking.
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